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Data Network Information and Requirements Form
 



This form identifies appropriate information needed to gain access to CenturyLink networks for private circuits and external networks.  Detailed project coordination and testing is required to establish connectivity.  The initial set-up takes approximately 30 to 45 days from the time this form is completed and returned to CenturyLink.  Please return this form to CenturyLink as notification that your long-haul circuit will be delivered to CenturyLink.  If your long-haul circuit is delivered to a CenturyLink Data Center without notification to CenturyLink via this form, your tail circuit may be delayed.
A minimum of 10 business days is required for subsequent changes in connectivity requirements (i.e., IP address change) once the circuit is in place. 

A dedicated circuit or VPN will provide a secure network to send and receive data between CenturyLink and the CLEC and provides an efficient means to transport high volumes of data.  It is also feasible to share a circuit already being used between CenturyLink and the CLEC (or a Service Bureau).  If a circuit is shared, it is critical for the CLEC to monitor the transaction volumes as performance issues could be impacted.  When a CLEC or Service Bureau requires multiple circuits, two options are available.  The option selected is determined by the CLEC based on their implementation plan.

The Data Network Information and Requirements Form is used to communicate selection of one of the following two options to CenturyLink:

• Option 1. Load Balancing - allows transmissions to be distributed across multiple circuits.

• Option 2. Redundancy - allows transmissions to travel over the secondary route, in the event of a circuit failure.

The dedicated circuit can be ordered from the carrier of the CLEC’s choice.  CenturyLink can accommodate a Frame Relay circuit or a point-to-point connection.  The bandwidth requirements for connectivity to the CenturyLink interface are a T-1, fractional T-1, or 56K line.  Determining the bandwidth sizing is a function of estimating the number of concurrent users accessing an application, the number of applications riding on the facility, and the contentions for access between those ‘user instances’.  CenturyLink recommends that a facility engineer be consulted to determine the bandwidth size required to accommodate the CLEC’s specific needs. 
CenturyLink requires that the CLEC’s circuit or VPN terminate at a CenturyLink data center demarcation point.  These demarcation points are located in Denver, Colorado and Omaha, Nebraska.  The CLEC’s circuit will need to be connected to the CenturyLink router located at one of the two data centers.  This may require an internal circuit order to be issued and provisioning can take approximately 30 to 45 days from the date the request is correctly submitted.  The internal order will not be placed until a CenturyLink circuit ID, CenturyLink order number, and a due date is provided by the CLEC to the appropriate CenturyLink connectivity contact.  This information identifies the terminating point of the CLEC’s incoming circuit.

The router configuration step completes the physical network connection when access is granted from the CLEC’s external registered IP addresses to the CenturyLink firewall.  To initiate the CenturyLink request, all data elements on the Data Network Information and Requirements Form must be filled out and returned to CenturyLink.  It is expected that CenturyLink router configuration will be completed within 14 business days from the date the request for access is submitted.

The subsequent testing of this network connectivity may take as little as one day.  However, if access to the external circuit is not readily available, this activity must be rescheduled.  Upon completion of the necessary connectivity configuration requirements, an end-to-end connectivity test (ping) is scheduled.  The intent of this test is:

• To verify that the physical requirements of the connectivity configuration have been met by CenturyLink and the CLEC.

• To ensure that both parties are able to communicate with one another effectively over the circuit.
This test is the last phase in completing the physical connectivity configuration.  Connectivity testing usually consists of CenturyLink and the CLEC pinging and telnetting each other’s systems and verifying the responses were as expected.
For questions and assistance with completing this information, please email CLECTEAM@CenturyLink.com.
Please fill in all requested information.

Company Name: ​​​​​​​​​​​​​​​​​___________________________________________
Company Address: ​​​​​​​​​​​​​​​​​  _______________________________________________________________
1. Circuit Options 
CenturyLink can accommodate Frame Relay and Point-to-Point connections.  A full T1, fractional T1, or Frame Relay circuit can be installed.  You may order and maintain the circuit through the carrier of your choice.  CenturyLink assumes a B8ZS\ESF circuit configuration type.  If other configuration is requested, please contact one of the individuals identified above.  

Please indicate your circuit selection below:

	Choose One:


	  
	Full dedicated T1

	
	Fractional T1 (provide bandwidth)

	
	Frame Relay

	
	Virtual Private Network (VPN) – additional information will be sent if this option is selected


	
	FRAME RELAY 
	
	FRACTIONAL & POINT-TO-POINT

	
	
	
	

	
	DLCI
	
	Encapsulation Type (PPP or HDLC)

	
	LMI Type (ANSI or Cisco)
	
	Bandwith 

	
	Physical Channels being used
	
	Channels being used

	
	Encapsulation Type (IEFT or Cisco)
	
	If Fractional, what is the base speed?   i.e. 56K or 64K?

	
	Bandwidth of PVC (CIR)
	
	

	
	Base speed  i.e. 56K or 64K? 
	
	

	
	
	
	

	Please indicate the configuration you will require, if more than one circuit is being installed:


	
	Load Balancing

	
	Redundancy


The circuit can terminate within CenturyLink at one of two locations - Denver Data Center or Omaha Data Center. For assistance in identifying the required circuit Demarcation Points within those data centers, please refer to the contact identified above. 
Please indicate your circuit termination preference.
	
	Denver Data Center

	
	Omaha Data Center


Circuit Installation and Maintenance Contacts:

Please provide your circuit installation and maintenance contact(s) below and the name of the company provisioning the circuit:

Circuit Installation Contact and Phone #:   

Connectivity Maintenance Contact and Phone #: 

Company Provisioning Circuit: 

The following information can be obtained from your circuit provider.

 CenturyLink Circuit ID:


 CenturyLink Order #:


 Due Date:

	For CenturyLink Use Only:

	BOA#
	
	Router Request #
	SECss

	N Order #
	
	N Order Due Date
	

	SQDZ Circuit ID
	
	Firewall Request #
	SECss


2. CSU/DSU Options:

An external CSU/DSU is not required on the CenturyLink end.  CenturyLink implements a Cisco router adapter that has a built-in CSU/DSU.  If an external CSU/DSU is required on the customer end, you will be responsible or ordering, installing and maintaining the CSU/DSU at your site.  The CSU/DSU type will depend on the circuit selection. 

3.   Routers

Your circuit will be connected to a CISCO 7513 Router in the CenturyLink Data Center and CenturyLink will complete Serial Link Assignments for the connection. 

Please indicate the vendor and model of your Router below:

           Vendor:



Model : 

	Serial Link IP Assignments

(CenturyLink will provide this information)
	Customer end
	CenturyLink end

	
	
	

	
	
	


4.   Network Layer Requirements

      CenturyLink assumes TCP/IP for the transport of the data.

5.  Application Layer Requirements

Protocols are determined by the CenturyLink application(s) you would like to access.  The individual applications may have other specific requirements for user interface (i.e user ID, browser, etc.).

Please identify all CenturyLink applications required.

	
	RSS **
	
	CRIS Daily Usage File (DUF) 

	 
	EXACT **
	
	Loss and Completion Reports 

	
	IABS 
	
	CCUR (Co-Carrier Usage Return) **

	
	MEDIACC-EBTA 
	
	Sustained Usage **

	
	Other (please specify)
	
	Other (please specify)



**
A RACF User ID and Password are required for this application. The password expires if it has not been used within 90 days of issuance.  Your password can be reactivated by contacting the Wholesale Systems Help Desk at 888-796-9102.

6.   CenturyLink Gateway

Access to host servers is through the CenturyLink Firewall/Gateway which provides a secure route for your system as well as CenturyLink systems.  All external IP addresses accessing the circuit connection will need to be identified to the Gateway via one of two methods.  The preferred method is NAT’ing all of your internal IP address(s) so that all users will route to CenturyLink behind one valid external public IP address (provided by Firewall or Router).  The second method is individual user IP addresses, that also must be valid public IP addresses.  This second method requires continual maintenance as users change, but can be minimized by entering a range of IP addresses.  The CenturyLink network will not accept packets or routes from private IP address space. (RFC 1918)  

Please provide your registered IP address(s) in the space provided below:

	CenturyLink Application
	Customer IP Addresses
	Port
	CenturyLink IP Address
	Port

	
	
	
	
	

	
	
	
	
	


7. NDM Requirements:

      Type of Receiving unit (i.e. MVS, midrange server type, PC):

      Customer NDM Contact and Phone #:

      CenturyLink NDM Contact and Phone #: 

	Application
	CenturyLink NDM Node Name

User ID / Password
	Customer NDM Node Name

User ID / Password
	IP Address
	Port

	
	Node Name:

User ID:

Password:
	Node Name:

User ID:

Password:
	
	

	CenturyLink Application Contact:                                                          Telephone Number:


8. Zone Transfer Requirements associated with IMA via GUI:

The zones to transfer are:  

The nameserver IP’s to transfer from are: 
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