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All terms and conditions detailed in these Guidelines are subject to change pending future action by the FCC or individual state regulatory commissions.
1 About This Guide
The purpose of this Guide for Entering CenturyLink Network Premises is to provide information about gaining access to your equipment placed in a physical collocation, a floor space lease or similar arrangement on CenturyLink premises. It is intended to provide you with a reference document that clearly outlines the procedures and processes that you must follow.
Questions about this document, or any procedure referenced herein, may be directed to your respective account manager.
2 Access Photo Identification
Security Requirements
CenturyLink approved Photo ID Badges must be worn and prominently displayed by ALL individuals while on CenturyLink property. Failure to wear proper ID may be considered cause for denial of access, or removal from premises.

Obtaining Facility Access & Photo IDs
These guidelines are to be used by co-locators and their contractors (co-location contractors) when requesting any kind of access or change in access. We request that only the identified company contacts submit access requests to ensure appropriate security for your company. If you’d like to add additional contacts or need to report a change in company contact, please e- mail the following information to jeremy.c.pickett@centurylink.com: 

New/Additional Contact Name 

Physical Work Address 

Phone Number 

E-mail Address

Specific details for processing an Access Request may be found in the CenturyLink CO-LOCATION ACCESS GUIDE  found on the external CLEC forms website [ Hyperlink text in red to ]http://www.centurylink.com/wholesale/clec_forms.html]

3 Methods of Access — Premises
24 x 7 Premises Access
CenturyLink will provide access to physical collocation space within CenturyLink premises 24 hours a day, 7 days a week upon construction review and acceptance of the new collocation arrangement and completion of the Facility Access & Photo ID process. Your authorized customer personnel or authorized vendors are

permitted access to physical collocation space within CenturyLink premises only where their equipment exists. Any violation of these access guidelines may result in denial of premises access and removal of your company personnel or authorized vendors from the facility.
Access to CenturyLink premises is by one of the following methods: card reader access, keypad access or key issuance.

Card Reader Access Method
When processing of your application form for Facility Access & Photo ID is complete and has been approved, you will receive a combined photo ID and access reader card, or depending on the premises, a separate Photo ID Card and Access Reader Card.

CenturyLink Access Control Cards will be issued to authorized company personnel or authorized vendors for CenturyLink facilities that are so equipped. The card should not be used to access or attempt to access any part of the facility that is not usually open to authorized customer personnel or authorized vendors. Any attempts to access unauthorized areas of the facility may result in the termination of your company’s, or vendor’s card access rights, to the building.

CenturyLink may designate a specific door to enter or exit the premises. No entry or exit through any other doors is permitted, including alarmed or emergency exits, except in the case of a building emergency in progress. All customer personnel or their authorized vendors shall sign in and out at all times on a designated building log when entering or leaving a premises which has card reader access.

Keypad Access Device Method
Many CenturyLink premises may use a keypad device to provide access into facilities. This locking device will operate and store several random digits that are assigned to authorized company personnel or authorized vendors. Periodically, it becomes necessary to change access codes for individuals. The local central office supervisor will notify you of the new access code if a change should be necessary.
3 Methods of Access — Premises Continued
Key Issuance Method
CenturyLink premises that are not equipped with Card Reader Access or Keypad Access are equipped with key entries. When your form processing is complete, you will receive a photo ID and a key. Your company’s
management personnel are responsible for the collection or reassignment of the key(s) from your employees and authorized vendors upon termination. Duplication of key(s) is prohibited. All keys provided by CenturyLink remain the property of CenturyLink and shall be returned when no longer required.

Your company is responsible for lost keys. In the event that a key is lost, your company is responsible for costs associated with re-coring locks and reissuing keys to CenturyLink and other parties authorized to access the premises.

All your authorized company personnel and authorized vendors shall sign in and out at all times on a designated building log when entering or leaving CenturyLink premises with key access.

After Hours Access to Premises
When your authorized company personnel or authorized vendors have a need to enter CenturyLink premises after hours (5pm to 8am), they are required to contact the NOC Network Surveillance at 800.669.1245, Option 2.
Select Option 1 for Eastern which handles the states of Tennessee, Virginia, North Carolina, South Carolina and Florida

Select Option 2 for Western which handles the states of Ohio, Indiana, Pennsylvania, New Jersey, Nebraska, Wyoming, Kansas, Missouri, Texas, Minnesota, Nevada, Washington and Oregon

4 Methods of Access — Caged & Cageless
Caged Enclosures
In the case where CenturyLink provides a caged enclosure, CenturyLink will provide two (2) cage enclosure keys to your company upon the completion of the installation of the caged enclosure. Your company may place a lock box on the caged enclosure to house the key(s) if they so desire.

All CenturyLink Central Office supervisors will maintain a third (3rd) key for emergency access to the company’s cage. CenturyLink will not furnish this key to any company personnel or their authorized vendor for access to your cage. You may not alter or change the cage enclosure without expressed written permission from CenturyLink.

Any alterations that may warrant a new or additional key will require the customer to provide the CenturyLink central office supervisor with a copy of the new or replacement key for emergency purposes prior to changing the secure enclosure.

Note: All keys provided by CenturyLink remain the property of CenturyLink and shall be returned to CenturyLink when no longer required.

If your company chooses to have a vendor build their caged enclosure, they will be required to provide a key to the enclosure and any locking cabinets to the CenturyLink central office supervisor for emergency purposes.

CenturyLink will not provide the emergency key of the cage to your company’s authorized personnel or authorized vendor.
Cageless Environments
In a cageless environment, if your company has a locking cabinet mounted in the relay rack, the spare key must be provided to the CenturyLink central office supervisor for emergency access.

5 Termination of Personnel
Termination Process
Your company is responsible for promptly notifying your CenturyLink sales manager if one of your employees or vendors is no longer authorized to access the physical collocation space or the CenturyLink premises on your
behalf. You must immediately return the access card/photo ID and/or physical key/photo ID for such employees or vendors to the Asset Protection office for deactivation.
